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1. Anti-Bullying code

2. Student Behaviour policy
3. Safeguarding: Child Protection policy

4. e-Safety policy

5. Keeping Children Safe in Education, DfE, July 2015
6. The power to Search and Confiscation of Property policy

7. Searching, screening and confiscation; advice for Headteachers, school staff and governing bodies, DfE, February 2014
Summary:

The increasing sophistication of mobile phones and personal electronic devices presents a number of issues for colleges: 

· The high value of the equipment 

· The integration of cameras into mobile phones and portable electronic devices which can lead to potential child protection and data protection issues. 

· The potential use of mobile phones for texting while on silent mode. 

· The use of bluetooth technology which could result in the transmission of unsuitable material to minors. 

The college accepts that parents often give their children mobile phones and electronic devices to help protect them from everyday risks involving personal safety and security to and from college. Whilst the college recognises that there are times when it is genuinely appropriate and useful for students to have access to mobile phones and electronic devices, their use in college has to be restricted in order to ensure that they do not interfere with the process of education. 
The college understands the importance of electronic devices with the challenge being to control their use during the college day whilst allowing appropriate, sensible, and safe usage for all the community.
Mobile phones and electronic devices may be brought into college are brought into college at the owner’s risk.  Under no circumstances will the Board of Governors of CCR accept responsibility for their loss, theft or damage. Owners may wish to look at insuring such items against such events. Nor will the College accept responsibility for any adverse effects on health caused by the use of such devices whether potential or actual. 
Parents/carers should be aware if their child brings a mobile phone or electronic device in to college, that students and their parents/carers should read, understand and sign the ‘acceptable use of mobile phones and electronic devices code’ before students are given permission to bring mobile phones or electronic devices on to the site.
We allow students to have mobile phones or electronic device subject to the following conditions:
USING A MOBILE IN COLLEGE

1. The college is a work place and so, mobile phones and other electronic devices should be switched off and kept out of sight during lessons, including private study time. Exceptions may be permitted if the device is used for a legitimate learning activity with the teacher’s express permission. 

2. During break and lunch, students may use soundless features such as text messaging, answering services, call diversion and vibration alert.  Music should not be played aloud at any time.
PARENTAL CONTACT OF STUDENTS WHO ARE IN COLLEGE
Parents should be informed that, in cases of emergency, the college office or Student Services must be the only point of contact. College staff can then ensure their child is  assisted in an appropriate way.
E-SAFETY
Students should protect their phone numbers by only giving them to friends and keeping a note of who they have given them to. This can help protect the student’s number from falling into the wrong hands and guard against the receipt of insulting, threatening or unpleasant voice, text and picture messages.

UNACCEPTABLE USE

1. Mobile phones and electronic devices should not be used in any manner or place that is disruptive to the normal routine of the college.

2. Mobile phones and electronic devices must not be used to take photographs, video or record audio on the college site unless explicit permission has been given by a member of staff as part of a legitimate learning activity.

3. Students must not, under any circumstances, film teachers unless explicit written permission has been given.

4. Unless full permission is granted, mobile phones and electronic devices should not be used during college lessons and other educational activities, such as assemblies.

5. Students should only use their mobile phones and electronic devices before or after college or during break and lunch.

6. Students must not take a mobile phone or electronic devices into any internal or public examinations and will be disqualified by the exam board if they are found to have done so. This is in accordance with the exam boards’ rules and regulations. Breach of this rule may also lead to the invalidation of other examinations.
7. Mobile phones, etc, should not be used to contact home in the case of medical need.  Any student needing to contact home for this purpose should make contact either via Student Services or the college First Aider.

8. In the case of extra-curricular activities, off-site trips, visits and exchanges their use is only allowed when and where specifically permitted by the teacher in charge.

CYBERBULLYING 
Using mobile phones, etc, to bully and threaten other students is unacceptable.

1. Mobile phones, etc, are not to be used or taken into changing rooms or toilets or used in any situation that may cause embarrassment or discomfort to other students, staff or visitors to the college.

2. In the case of a camera facility, this should only be used with the full permission of a member of staff.  Not doing so is invading others’ privacy and their personal safety.

3. Students may not use vulgar, derogatory or obscene language or maintain inappropriate photographs or videos on their phones, etc, whilst the phone, etc, is on the college premises. 
4. Mobile phones, etc, should never be used to send unsolicited messages to people who have not given their permission.  This includes ‘blue jacking’ (connecting to other phones via bluetooth anonymously).  It is advisable to disable the bluetooth mode on the phone.

5. If a user of a mobile phone, etc, receives any communication that could be portrayed as menacing, causing harassment or offence to others, they should report it to a member of college staff immediately.
	6. It is a criminal offence under Section 43 of the Telecommunications Act 1984 and the Malicious Communications Act 1988 to use a mobile phone to menace, harass or offend another person. The college may involve the police should such an action occur. 
If a mobile phone, etc, contains any inappropriate photos, videos or other digital content then the college reserves the right to delete this content.  If appropriate, the college may take copies of the inappropriate content and pass this copy or the phone to any relevant agencies as well as parents/carers.  Any material the college retains will be deleted once subsequent investigations have taken place.

The college has powers to punish cyber-bullying in college and, if it is reasonable, out of college. If the bullying is related to attendance at the same college then the college has the power to act. 

The college may confiscate telephones. The college may instruct a child to ‘open’ a telephone and punish the child if s/he refuses. The college may confiscate the phone and open it on reasonable suspicion (refer to ‘The Power to Search and Confiscation of Property’ policy).




SANCTIONS

1. If a mobile phone, etc, is seen or heard during lesson times it will be confiscated by the member of staff and locked away in the main reception until the end of the day when it may be collected by its owner.
2. A second disregard of mobile phone, etc, will require a parent/carer to pick up the device from reception at the end of the college day.

3. Repeated misuse of a mobile phone, etc, may result in the student not being allowed to bring any such device into college and a suitable sanction for refusing to comply given.
4. If a student refuses to give their mobile phone, etc, to a member of staff this will be dealt with as part of the college Behaviour procedures and may result in a formal internal exclusion.
Please return to Student Services

Parent/Carer Permission
I have read and understand the above information about acceptable use of mobile phones and electronic devices at Casterton College Rutland and Rutland County College and I understand that this form will be kept on file at the college and that the details may be used (and shared with a third party, if necessary) to assist identify a phone should the need arise (e.g. if lost, or if the phone is being used inappropriately).
I give my child permission to carry a mobile phone, etc, in college and understand that my child will be responsible for ensuring that the mobile phone, etc, is used appropriately and correctly while under the college supervision, as outlined in this document. I will keep you informed of changes to my child’s mobile telephone number or IMEI number and understand that this will only be used for identifying a lost phone or for investigations of harassment/bullying.
Parent name (print) _____________________________________________________________

Parent signature _____________________________________________________________

Date ______________________

Student name (print) ____________________________________________________________

Student Mobile phone number ___________________________________________________________

IMEI number 
(phone’s unique identifying number, located behind the phone’s battery or type *#06#)

___________________________________________________________

Student signature _____________________________________________________________

Date _______________________

If you have any comments or suggestions, please write them below

_____________________________________________________________


Protect your phone


Register your mobile phone on the IMEI database at � HYPERLINK "http://www.immobilise.com/" \o "Phone Safety Website" \t "_blank" �http://www.immobilise.com/� 


Property mark both your phone and battery with your postcode using a UV pen.
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